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Modify Section 2.1.6 as follows:

2.1.6
QoS Control Field

The QoS control field consists of two octets and is shown in Figure 4.
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Figure 4 QoS Control Field

Modify Section 2.2 as follows:

2.2   Management Frame Formats

2.2.1  WMM Information Element

The WMM Information Element indicates capability or use of WMM according to context and is shown in Figure 1. The fields contained in the WMM Information Element are listed in Table 1.  The WMM Information Element contains a version number, which is 1 for version 1.0 of the WMM specification. The WMM Information Element contains a QoS Info field.

	Octets:1
	1
	3
	1
	1
	1
	1

	Element  
ID
	Length
	OUI
	OUI Type
	OUI Subtype
	Version
	QoS Info field


Figure 1 WMM Information Element

Table 1 WMM Information Element Field Values

	Field
	Value

	Element ID
	221

	Length
	7

	OUI
	00:50:f2 (hex)

	OUI Type
	2

	OUI Subtype
	0

	Version
	1

	QoS Info field
	See  Figure 2


The QoS Info field in a WMM information element sent by a WMM-enabled AP is shown in Figure 2.   The QoS Info field contains the Parameter Set Count, which is initially arbitrary and is incremented each time any of the AC parameters changes. 
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Figure 2 QoS Info field when sent by a WMM AP 

The reserved bits are set to 0 upon transmission and should be ignored upon reception. When set to 1, the U-APSD bit indicates support for triggered power save by the WMM-enabled AP.  The Parameter Set Count is set to “0” in the association request frames and ignored upon reception.

The WMM-enabled station may use the QoS Info subfield in (re) association request frames to signal default triggered power-save usage selection providing that the WMM-enabled AP signaled support for triggered power-save in the subfield U-APSD of the QoS Info field of the WMM Information Element or the WMM Parameter Element. In this case, the QoS Info field contains U-APSD usage selection bits as defined in Figure 3.

	
	7
	6      5
	4
	3
	2
	1
	0

	Reserved
	Max SP Length
	Reserved
	AC_BE
	AC_BK
	AC_VI
	AC_VO


Figure 3 QoS Info field when sent by a WMM STA
Each of the ACs U-APSD Flag subfield is one bit in length and set to 1 in (re) association request frames to indicate that the corresponding AC (AC_BE, AC_BK, AC_VI, or AC_VO) is both trigger-enabled and delivery-enabled. It is set to 0 in (re) association request frames to indicate that the corresponding AC is neither trigger-enabled nor delivery-enabled. A TSPEC as described in section 2.2.11 may be used to make a particular AC exclusively either trigger-enabled or delivery-enabled. These subfields are always set to 0 when the WMM-enabled AP is not APSD enabled.

The Max SP Length subfield is 2 bits in length and indicates the maximum number of downlink unicast frames the QAP may deliver to a WMM STA during any service period triggered by the non-AP QSTA. This subfield is reserved when all four U-APSD flags are set to 0. If at least one of the four U-APSD flags is set to 1, the settings of the values in the Max SP Length subfield are defined in Table 2.  
Table 2  Settings of the Max SP Length subfield

	Bit 5
	Bit 6
	Usage

	0
	0
	QAP may release all buffered frames

	1
	0
	QAP may release a maximum of 2 frames per SP

	0
	1
	QAP may release a maximum of 4 frames per SP

	1
	1
	QAP may release a maximum of 6 frames per SP


…
2.2.11   WMM TSPEC Element

…
The Power Save Behavior (PSB) field is coded according to Table 3.

Table 3 Power Save Behavior Field Values

	PSB Value
	Meaning

	0
	Legacy 

	1
	Triggered 


The PSB bit is used to modify the power save method of delivery of buffered traffic used when the station is operating in PS-mode, as described in section 3.6.   

Replace Section 3.6 with the following:

3.6 WMM Power -save (PS) Procedures

The WMM power-save procedures are based on the legacy procedures defined in [1] and the option for unscheduled automatic power-save delivery (U-APSD) power-save delivery of unicast frames described in [6].  QAPs capable of supporting U-APSD shall signal this capability through the use of the U-APSD bit in the QoS Info field of the WMM information element.
An unscheduled service period (SP) begins when the QAP receives a trigger frame from a WMM STA, which is a QoS Data or Null frame associated with an AC the station has configured to be trigger enabled. A trigger frame received by the QAP from a WMM STA that already has an unscheduled SP underway shall not start a new unscheduled SP.  An unscheduled SP ends after the QAP has attempted to transmit at least one MPDU associated with a delivery-enabled AC and destined for the WMM STA, but no more than the number of frames indicated in the Max SP Length field if the field has a non-zero value.  The QAP shall set EOSP subfield to 1 to indicate the end of SP in U-APSD.

In order to configure a QAP to deliver frames during a SP, the WMM STA designates one or more of its   ACs to be delivery-enabled and one or more of its AC to be trigger-enabled. A WMM STA may configure a QAP to use U-APSD using two methods First, a WMM STA may set individual UAPSD Flag bits in the QoS Info subfield of the QoS Capability element carried in (re) association request frames. When a U-APSD Flag bit is set, it indicates that the corresponding AC is both delivery and trigger enabled. When all four U-APSD Flag subfields are set to 1 in (re) association request frames, all the ACs associated with the WMM STA are trigger-enabled and delivery-enabled during (re) association. When all four U-APSD Flag subfields are set to 0 in (re) association request frames, none of the ACs associated with the WMM STA is trigger-enabled or delivery-enabled during (re) association.

Alternatively, a WMM STA may designate one or more AC as trigger enabled and one or more AC as delivery enabled by sending a TSPEC request to the QAP with PSB=1. APSD settings in a TSPEC request take precedence over the static U-APSD settings carried in QoS Capability elements. In other words, a TSPEC request overwrites any previous U-APSD setting of an AC. The request may be sent for ACs for which the ACM subfield is set to 0. 

A WMM STA may set an AC to be trigger-enabled or delivery-enabled by setting up TSPECs with PSB=1 in uplink or downlink direction, respectively. An uplink TSPEC plus a downlink TSPEC or a bi-directional TSPEC with PSB=1 make an AC both trigger-enabled and delivery-enabled. An uplink TSPEC plus a downlink TSPEC or a bi-directional TSPEC with APSD and Schedule subfields both set to 0 makes an AC neither trigger-enabled nor delivery-enabled.

3.6.1 AP Operation

The power-save procedures described in [6] will be employed.  A QAP implementing APSD shall, if a WMM STA is using APSD and is in power-save mode (i.e. a station having the power management bit in the frame control field in its transmitted frames set to 1), temporarily buffer the frames destined to that WMM STA. No frames received for STAs operating in the Active mode (i.e. stations transmitting frames with the power management bit in the frame control field set to 0) shall be buffered for power management reasons.  

a) Frames destined for PS WMM STAs, shall be temporarily buffered in the AP.  Frames, destined for PS WMM STAs using U-APSD shall be temporarily buffered in the APSD-capable QAP The algorithm to manage this buffering is beyond the scope of this standard, with the exception that if the AP is QoS-enabled, it must preserve the order of arrival of frames on a per AC, per station basis.

b) Frames destined for STAs in the Active mode shall be directly transmitted to those STAs.

c) At every beacon interval, the AP shall assemble the partial virtual bitmap containing the buffer status per destination for STAs in the PS mode, and shall send this out in the TIM field of the beacon.  At every beacon interval, the APSD-capable QAP shall assemble the partial virtual bitmap containing the buffer status of non delivery-enabled ACs (if there exists at least one non delivery-enabled AC) per destination for WMM STAs in PS mode, and shall send this out in the TIM field of the beacon. In case all ACs are delivery-enabled, the APSD-capable QAP shall assemble the partial virtual bitmap containing the buffer status for all ACs per destination for WMM STAs.

d) If the WMM STA uses U-APSD, the QAP shall buffer frames belonging to delivery-enabled ACs until it has received a trigger frame from the WMM STA having the Untrigger Flag bit in the QoS control field set to 0, which indicates the start of an unscheduled SP. A trigger frame received by the QAP from a WMM STA that already has an unscheduled SP underway shall not trigger the start of a new unscheduled SP. The QAP transmits frames destined for the WMM STA and associated with delivery-enabled ACs during an unscheduled SP. 

e) A single buffered frame for a STA in the PS mode shall be forwarded to the STA after a PS-Poll has been received from that STA. For a WMM STAs using U-APSD, the QAP transmits one frame destined for the WMM STA from any AC that is not delivery-enabled in response to PS-Poll from the WMM STA. In case all ACs associated with the WMM STA are delivery-enabled, QAP transmits one frame from the highest priority AC. For a STA in PS mode and not using U-APSD, the More Data field shall be set to indicate the presence of further buffered frames for the polling STA. For a WMM STA using U-APSD, the More Data bit field shall be set to indicate the presence of further buffered frames that do not belong to delivery-enabled ACs. In the case all ACs associated with the WMM STA are delivery enabled, the More Data bit field shall be set to indicate the presence of further buffered MSDUs or management frames belonging to delivery enabled ACs. 

f) At each unscheduled SP for a WMM STA, the QAP shall attempt to transmit at least one frame, but no more than the value specified in the Max SP Length field in QoS Capability element from delivery-enabled ACs, that are destined for the WMM STA. The More Data bit of the directed data or management frame associated with delivery-enabled ACs and destined for that WMM STA indicates that more frames are buffered for the delivery-enabled ACs. The More Data bit set in frames associated with non delivery-enabled ACs and destined for that WMM STA indicates that more frames are buffered for the non delivery-enabled ACs. For all frames except for the final frame of the SP, the EOSP subfield of the QoS Control field of the QoS data frame shall be set to 0 to indicate the continuation of the SP.  If necessary the QAP may generate an extra QoS Null frame, with the EOSP set to 1. When the QAP has transmitted a directed frame to the WMM STA with the EOSP subfield set to 1 during the SP except for retransmissions of that frame, the QAP shall not transmit any more frames using this mechanism until the next SP. The QAP shall set EOSP subfield to 1 to indicate the end of SP in U-APSD.

g) If the QAP does not receive an acknowledgement to a frame sent with the EOSP subfield set to 1, it shall retransmit that frame at least once within the same service period - subject to applicable retry or lifetime limit. If an Ack to the retransmission of this last frame in the same service period is not received, it may wait until the next service period to further retransmit that frame subject to its applicable retry or lifetime limit.

h) An AP shall have an aging function to delete pending traffic when it is buffered for an excessive time period. 

i) When an AP is informed that a STA changes to the Active mode, then the AP shall send buffered frames (if any exist) to that STA without waiting for a PS-Poll. Whenever a QAP is informed that an U-APSD capable WMM STA is not using U-APSD, then the QAP shall send buffered frames (if any exist) to that WMM STA according to the rules corresponding to the current power-save mode of the WMM STA.

3.6.2 STA Operation

WMM stations in PS-mode shall receive buffered frames from the AP according to the power management procedures for legacy PS and U-APSD defined in [6]. 

a) When a WMM STA that is using U-APSD and has all ACs delivery-enabled detects that the bit corresponding to its AID is set in the TIM, the WMM STA shall issue a trigger frame or a PS-Poll to retrieve the buffered frames.

b) If the WMM STA is initiating an unscheduled SP, the WMM STA wakes up and transmits a "trigger" frame to the QAP. In case one or more ACs are not delivery-enabled, the WMM STA may retrieve MPDUs belonging to those ACs by sending PS-Polls to the QAP.

c) The WMM STA shall remain awake until it receives a QoS data type frame addressed to it, with the EOSP subfield in QoS Control field set to 1.

d) The WMM STA may send additional PS-Polls if the More Data subfield is set to 1 in downlink unicast frames that do not belong to any deliver-enabled ACs. WMM STA may send additional trigger frames if the More Data subfield is set to 1 in downlink frames that belong to delivery-enabled ACs.
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Abstract


This document describes the proposed optional power save capability for the WMM certification program.  It is presented as modifications to the power save description in the WMM (formerly WME) specification, in Doc IEEE 802.11e-03-504r7, to make it consistent with 802.11e D13.  The proposed text changes are marked in red. The following is a summary of the changes introduced:





The concept of a trigger-enabled AC has been split into two different ones: delivery-enabled and trigger-enabled AC.  


A power saving station may indicate its choice of delivery method for buffered frames of different ACs on (re) association request.  TSPECs, though not necessary for the purpose of power save, can be used to indicate changes.


When all ACs are delivery enabled, the TIM is a lump sum indicator of all traffic buffered for a given station.  Otherwise, the TIM indicates the status of the legacy PS buffer.


The More Data bit in the Frame Control Field of a data or null frame delivered during a triggered service period indicates whether there are more frames remaining buffered that are associated with delivery-enabled ACs.


Per-AC triggers are not used. Instead, traffic from multiple delivery-enabled ACs may be delivered in response to a single trigger frame. The end of the service period is indicated by setting the EOSP bit to one in the last frame sent by the AP.


A power saving station indicates the maximum number of downlink frames that can be delivered during a service period. 


Overlapping triggered SPs are not allowed for a given station.
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