January 2005

doc.: IEEE 802.11-04/1070r45


IEEE P802.11
Wireless LANs

	Proposed Normative Text for NAVs

	Date:  2005-01-22

	Author(s): Mathilde Benveniste

	Name
	Company
	Address
	Phone
	email

	M. Benveniste
	Avaya Labs
	233 Mt. Airy Road 

Basking Ridge, NJ USA
	973-761-6105
	benveniste@ieee.org





Modify Clause 9.2.2.1 as follows:

9.9.2.2.1 NAV operation during a TXOP 

HC shall set its own NAV to prevent its transmitting during a TXOP that it has granted to a QSTA through an HCCA poll. However, HC may reclaim the TXOP in the event of a QSTA not using it, or ending the TXOP early (see 9.9.2.1.3).

A QSTA may track two NAV values.  The NAV setting of a QSTA tracking two NAV values is the maximum of the NAV values for the QSTA; therefore, the QSTA can attempt to access the channel only if its NAV values are all 0. When a QSTA retains a new NAV value, that QSTA shall also save the BSSID from the frame that is setting the NAV value.   A QSTA may retain a subset consisting of the longest NAV values; the shorter are discarded. A NAV value (and the saved source address) is removed when the NAV value expires.

In a CFP or CP, if the HC has no more QSTAs to poll and it has no more data, management, BlockAckReq or BlockAck frames to send, it may reset the NAVs of all QSTAs in the QBSS that track two NAV values by sending a QoS CF-Poll with the RA matching its own MAC address and with the Duration/ID set to zero. When the QAP contains a PC, during the CFP, it may reset the NAVs of all STAs within the QBSS (i.e., corresponding to the same BSSID) by sending a CF-End frame, regardless of how the NAVs have been originally set.

A non-AP QSTA that tracks two NAV values and receives a CF-End frame containing the BSSID of the QBSS, in which the non-AP QSTA is associated, shall reset the NAV value corresponding to the saved BSSID that matches the AP’s MAC address to 0. A non-AP QSTA that does not track two NAV values shall not reset its NAVwhen it receives a CF-End frame containing the BSSID of the QBSS, in which the non-AP QSTA is associated.  A non-AP QSTA that tracks two NAV values and receives a QoS (+) CF-Poll with a MAC address in the Address 1 field that matches the HC’s MAC address and the Duration/ID value equal to zero shall reset the NAV value corresponding to the saved source address that matches the HC’s MAC address to zero. A non-AP QSTA that does not track two NAV values shall not reset its NAV value when it receives a QoS (+) CF-Poll with a MAC address in the Address 1 field that matches the HC’s MAC address and the Duration/ID value equal to zero. 

When a QSTA receives a QoS (+)CF-Poll containing the BSSID of the QBSS in which the QSTA is associated, that QSTA shall update the NAV if necessary and shall save the TXOP holder address for that QBSS, which is the MAC address from the Address1 field of the frame containing the QoS (+)CF-Poll. If an RTS frame is received with the RA address matching the MAC address of the QSTA and the MAC address in the TA field in the RTS frame matches the saved TXOP holder address, then the QSTA shall send the CTS frame after SIFS, without regard for, and without resetting, its NAV. The saved TXOP holder address shall be cleared whenever the NAV is reset or when the NAV counts down to 0.

When a QSTA receives a frame addressed to it and requires an acknowledgement, it shall respond with an

ACK or QoS +CF-Ack independent of its NAV. A non-AP QSTA shall accept a polled TXOP by initiating a frame exchange sequence independent of its NAV.
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