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Change the text of clause “5.4.3.2 Deauthentication” from:

The deauthentication service is invoked whenever an existing Open or Shared Key Authentication is to be terminated. Deauthentication is an SS. In an RSN, since Open Authentication is always used, deauthentication is still used. Deauthentication is unrelated to  upper layer authentication, it is provided a MAC sub layer function, whereas upper layer authentication lies outside the MAC.

In an ESS using Open or Shared Key Authentication, 802.11 authentication is a prerequisite for association. Hence the act of deauthentication causes the station to be disassociated. The deauthentication service may be invoked by either authenticated party (non-AP STA or AP). Deauthentication is not a request; it is a notification. Deauthentication shall not be refused by either party. When an AP sends a deauthentication notice to an associated STA, the association shall also be terminated.

In an RSN using Upper Layer Authentication, deauthentication may result in the 802.1X controlled port for the station being disabled.

to:

The deauthentication service is invoked whenever an existing Open System or Shared Key MAC Layer Authentication is to be terminated. Deauthentication is an SS. 

In an ESS using Open System or Shared Key Authentication, 802.11 MAC Layer authentication is a prerequisite for association. The deauthentication service may be invoked by either authenticated party (non-AP STA or AP). Deauthentication is not a request; it is a notification. Deauthentication shall not be refused by either party.  Deauthentication causes any association for the deauthenticated station to be terminated as well. 

In an ESS RSN, Open System Authentication is required for MAC layer authentication.  In this environment, deauthentication results in any association for the deauthenticated station to be terminated, and also results in the 802.1X controlled port for that station being disabled. The deauthentication notification is provided to 802.1X via the MAC sub layer. 
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