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1 Overview

1.1 Purpose of This Document

This document defines the specification for Phase I of WME, an 802.11 quality of service (QoS) implementation based on a subset of the draft 802.11e standard supplement. It is motivated by the need to prevent market fragmentation caused by multiple, non-interoperable pre-standard subsets of the draft 802.11e standard that would otherwise occur. It is intended that WME Phase I can be implemented, subjected to interoperability testing and deployed in the market before the availability of 802.11e. This is facilitated by selecting a subset of the features of 802.11e. It in no way should be taken to detract from 802.11e itself, which is viewed as the long term endpoint of WME. Deployment of WME will deliver useful QoS functionality for streaming media and also provide key learnings which will benefit eventual deployment of 802.11e.

Following deployment of WME Phase I, it is expected that a Phase II will be developed, incorporating additional features from 802.11e. A future phase of WME will eventually intercept with 802.11e.

1.2 WME Features

The features supported by WME in this phase are as follows:

1. Capability negotiation independent of 802.11e. That is, WME devices will not advertise 802.11e capability unless they also support those features independently. This is part of a forward compatibility strategy which is described in detail in a subsequent paragraph.

2. Frame formats and over the air protocols will be based on those currently proposed for 802.11e. However, no attempt will be made to track future changes in 802.11e and reflect them back into the WME specification. Divergence between the two specifications is a necessary side effect of the need to freeze the WME specification as soon as possible.

3. WME will use an EDCF mechanism only. No support for HCF polling (and by extension TSpec exchanges, queue state frames and CCI), AP mobility, Burst Acknowledgements, FEC or side traffic will be included.

4. Interfaces to the MAC which signal per-packet priority will be consistent with those used for Ethernet, both in terms of the driver API and bridging to other 802 link layers via an 802.1D bridge.

5. The number of queues will be fixed at four for unicast frames plus an additional queue for multicast frames in the case of an AP. A fixed mapping of 802.1D priorities to those four queues will be defined, together with suggested uses for each priority consistent with the suggested uses in 802.1D.

Capability negotiation is designed to permit ultimate forward compatibility with 802.11e, taking into account the fact that the formats used for QoS data frames cannot be assumed to remain consistent. It is important feature that, on receipt of a frame, it is possible to uniquely decode it.

An AP or station may support both WME and 802.11e. Only one may be in use for a specific association at any time, but an AP may permit both 802.11e and WME associations from different stations at the same time.

A WME-only AP or station does not set the “QoS” bit in the capability field of association, beacon and probe management frames. A new WME capability element is defined in this specification and is carried in those frames. An AP may support and advertise both 802.11e and WME in probe responses and beacons, but both association requests and responses must only request or specify one of these capabilities. As a result, a given association is either WME or 802.11e, but not both, and this defines how data frames with QoS subtypes must be interpreted.

2 WME Frame Formats

2.1 Data Frame Formats

2.1.1 Fields

Data, Control and Management frames are indicated by a type subfield in the frame control field, as defined for [1]. Data frames include additional WME-specified subtypes and conditional fields.

The general frame format for data type frames is shown in Figure 1.
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Figure 1 WME QoS Data Frame Format

The Address 4 and QoS control fields are conditionally present in the MAC header, determined by values in the frame control field. The Address 4 field is present if and only if both toDS and fromDS bits are set in the frame control field (see 2.1.2). The QoS control field is present if and only if the frame is of subtype QoS data or QoS null.

2.1.2 Frame Control Field

There are no changes to the definition of the frame control field division into subfields. Subfield allocations are identical to [1].

Additional data subtypes are defined for WME as shown in Table 1.

Table 1 Additional WME Data Subtype Codes

	Type (MSB-LSB)
	Subtype (MSB-LSB)
	Subtype Description

	10
	1000
	QoS data

	10
	1100
	QoS null


2.1.3 Duration Field

The definition of the duration field is unchanged from [1] aside from the addition of the following provision:

When transmitting bursts of multiple MSDUs using continuation TXOPs, the duration field of a data or management frame in that burst may be selected to protect, using the NAV mechanism, either :

a) only the acknowledgement frame, if present, following that data or management frame

b) the acknowledgement frame, if present, plus the following data or management frame and its expected acknowledgement, if present or

c) the entire burst of frames.

2.1.4 Addresses

The definition and interpretation of address fields is unchanged from [1].

2.1.5 Sequence Control Field

	15
	4
	3
	0

	Sequence Number
	Fragment Number


Figure 2 Sequence Control Field

The sequence control field contains two subfields, the sequence number and fragment number. Definition and use of the fragment number is unchanged from [1].

Sequence and fragment numbers shall be selected and inserted on the initial transmission attempt of each frame. Any subsequent retransmissions shall use the same sequence control field as the first transmission attempt.

The sequence number is selected by the transmitter from one of a set of modulo-4096 counters, the selected counter being incremented after the sequence number is selected.

Stations shall maintain four sequence number counters.  There is one sequence number counter assigned to each user priority. APs shall maintain five sequence number counters. One is assigned to each user priority, and one to multicast frames. At a STA, both unicast and multicast data and management frames shall contain a sequence number selected at initial transmission from the sequence number corresponding to their user priority.

At an AP, unicast frames shall contain sequence numbers selected from the sequence number counter corresponding to the user priority of each frame. Multicast frames shall contain sequence numbers selected from the multicast sequence number counter.

2.1.6 QoS Control Field

The QoS control field consists of two octets and is shown in Figure 3.
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Figure 3 QoS Control Field

The three bit 802.1D priority subfield signals the priority that was requested for this frame. The ack policy field specifies the expected acknowledgement response and contains one of the values shown in Table 2. All other bits are reserved and shall be set to zero on transmission and ignored on receipt.

Table 2 Ack Policy Field Values

	Ack Policy Value
	Meaning

	00
	Acknowledge

	01
	Do not Acknowledge


Note that the 802.1D priority subfield contains more information than the user priority, and is included here for signaling priority across the link layer for the benefit of 802.1D bridges.

2.2 Management Frame Formats

2.2.1 WME Capability Element

	Octets:1
	1
	3
	1
	1
	1
	2-250

	ID
	Length
	OUI
	OUI Type
	OUI Subtype
	Version
	Capability


Figure 4 WME Capability Element

The WME capability element indicates capability or use of WME according to context. It contains a version number indicating capability for a version of WME, which is 1 for phase I.

Table 3 WME Capability Element Field Values

	Field
	Value

	Element ID
	221

	Length
	8-256

	OUI
	00:50:F2

	OUI Type
	2

	OUI Subtype
	0

	Version
	1

	Capability
	See Table 4


In addition, there is a variable length capability field, containing between 2 and 250 bytes of capability information. This field consists of a number of octets that can be determined from the length field. The capabilities indicated by fields in the first transmitted octet are shown in Table 4, in which bits are numbered starting with the least significant and first to be transmitted bit, which is numbered as zero.

Table 4 WME Capability Bits, First Transmitted Octet

	Bit number
	Meaning

	0
	Automatic power save delivery

	1
	Reserved

	2
	Reserved

	3
	Reserved

	4
	Reserved

	5
	Reserved

	6
	Reserved

	7
	Reserved


All other octets are reserved. Reserved bits shall be set to zero on transmission and ignored on receipt.

2.2.2 WME Parameters Element

	Octets: 1
	1
	3
	1
	1
	1
	1 * 4
	2 * 4
	1 * 4
	2 * 4
	2 * 3
	2 * 3

	ID
	Length
	OUI
	OUI Type
	OUI Subtype
	Version
	CWmin [UP]
	CWmax [UP]
	AIFS [UP]
	TXOP Limit [UP]
	TXOP Budget [UP]
	Load [UP]


Figure 5 WME Parameters Element

The WME parameters element contains a set of parameters for the EDCF channel access protocol.

Table 5 WME Parameters Element Field Values

	Field
	Value

	Element ID
	221

	Length
	42

	OUI
	00:50:F2

	OUI Type
	2

	OUI Subtype
	1

	Version
	1

	CWmin[UP]
	Values for CWmin

	CWmax[UP]
	Value for CWmax

	AIFS[UP]
	Values for AIFS

	TXOP Limit[UP]
	Values for TXOP limit

	TXOP Budget[UP]
	Values for TXOP budget

	Load[UP]
	Traffic load measured by AP


Four of the parameters, CWmin, CWmax, AIFS and TXOP limit are repeated four times each, once for each user priority.

In each case, the parameter value corresponding to user priority (UP) 0 is transmitted first, followed by the parameter values for UPs 1, 2 and 3 in that order.

In the case of the TXOP limit values, each value consists of two octets, with the first transmitted octet corresponding to the least significant 8 bits of that value.

The TXOP budget and load parameters are transmitted three times, once for each of the user priorities other than zero. In both cases, the parameter value corresponding to UP 1 is transmitted first, and the parameter value corresponding to UP 3 is transmitted last. Each TXOP budget value is a two octet two’s complement signed integer, with the first transmitted octet corresponding to the least significant 8 bits of that value. Each load value is a two octet unsigned integer, with the first transmitted octet corresponding to the least significant 8 bits of that value.

Values of TXOP limit, TXOP budget and load are all expressed in units of 32s.

2.2.3 Beacon Frame

Every beacon frame transmitted by a WME-enabled AP shall contain, in addition to those elements specified in [1], a WME capability element and a WME parameters element.

2.2.4 Probe Request Frame

Probe request frames transmitted by a WME-enabled station are unchanged from [1].

2.2.5 Probe Response Frame

A probe response frame transmitted by a WME-enabled AP shall contain a WME capability element and may contain a WME parameters element.

2.2.6 Association Request Frame

An association request frame transmitted by a WME-enabled station may contain a WME-capability element. A station that also supports 802.11e may set the “QoS” subfield in its capability field.

2.2.7 Association Response Frame

An association response frame transmitted by a WME-enabled AP may contain a WME-capability element. If the AP also supports 802.11e, it shall not set the “QoS” subfield in the capability field of any association response frame that contains a WME-capability element.

2.2.8 Management Notification Frame
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Figure 6 Management Notification Frame Format
Table 6 Management Notification Frame Fields
	Field
	Value

	MAC Header
	See [1]

	Category code
	17

	Action code
	0

	Activation delay
	0

	Dialog token
	0

	Elements
	One or more information elements

	FCS
	See [1]


The management notification frame has a format as shown in Figure 6, with fields as described in Table 6. The frame itself has no meaning, and is not associated with any management state machine. Its purpose is to act as a container for elements which have some semantic meaning, such as a WME capability element.

3 WME Protocol Specification

3.1 Association and Capability Negotiation

3.1.1 Procedure at an AP

An AP that supports WME shall include a WME capability element in every beacon. An AP that supports 802.11e may also set the “QoS” bit in the capability field of any beacon.

In response to a probe request, a WME-enabled AP shall include a WME capability element in its probe response. An AP that supports 802.11e may also set the “QoS” bit in the capability field of the probe response.

On receipt of an association request and subsequent transmission of a corresponding association response:

a) The AP may include a WME capability element in the association response only if the corresponding association request contained a WME capability element.

b) The AP may set the QoS bit in the capability field in the association response only if the corresponding association request had the QoS bit set in the capability field.

c) The AP shall not both include a WME element and set the QoS bit in the capability field in the same association response.

The AP, on successful transmission of an association response shall note the state of the association based on the contents of the association response frame:

a) WME, in the event that the association response contained a WME element

b) 802.11e, in the event that the association response had the QoS bit set in the capability field

c) Legacy, in the event that neither a) or b) is true.

If the destination address of a frame to be transmitted on the WM corresponds to a STA with a WME association, the AP may use WME QoS data subtype frame formats when transmitting the frame to it. If the destination address corresponds to a STA associated as a legacy station, the AP shall not use QoS subtype data frames. The selection of frame format is, however, independent of the use of higher priority queues and channel access.

An AP that supports automatic power-save delivery shall set the automatic power save delivery bit contained in WME capability elements it transmits to one. An AP that does not support this capability shall set this bit to zero. An AP that supports automatic power save delivery shall enable the mode for stations from which the most recently received WME capability element, contained in any frame, has the automatic power save delivery bit set to one, and shall disable the mode for that station otherwise.

3.1.2 Procedure at a STA in an Infrastructure Network

A WME-enabled STA shall determine the QoS capability of an AP with which it wishes to associate before transmitting an association request to it. It may do this either passively, by receiving a beacon frame, or actively, by transmitting a probe request to it.

From the most recently received probe response or beacon from a specific AP, the STA shall determine whether it supports WME, 802.11e, neither or both.

A STA may only include a WME capability element in an association request if it has already determined that the recipient AP supports WME. A STA may include either a WME capability element or set the QoS bit in the capability field in association request frames, but shall not do both.

The STA, on receipt of an association response that it was expecting to receive, shall note the state of the association based on the contents of the association response frame:

a) WME, in the event that the association response contained a WME element

b) 802.11e, in the event that the association response had the QoS bit set in the capability field

c) Legacy, in the event that neither a) or b) is true.

A station that supports automatic power save delivery may set the corresponding capability bit in the WME capability element to one when transmitting an association request to the AP. If the AP supports this mode, and the most recently transmitted WME capability element transmitted to the AP had the automatic power save delivery bit set to one, the station shall consider the mode to be enabled. A station may update the current setting of the mode at any time by transmitting a management notification frame to the AP containing a WME capability element.

3.1.3 Procedure at a STA in an IBSS

WME may be used in an IBSS, but since there is no negotiation of capability via association in this case, any station wishing to use QoS data frame subtypes when transmitting to each station must first infer the capability at that station by other means.

A WME-capable station operating in an IBSS shall maintain an inferred WME capability state for each destination address in the IBSS that it is aware of. It may set WME capability state to “supported” for a given destination address on receipt of a beacon frame from that station containing a WME element, or on receipt of a probe response frame from that station containing a WME capability element. WME capability state for each other station shall be set to “not supported” until receipt of such a beacon or probe response.

WME stations operating in an IBSS shall respond to probe frames from other stations in the same IBSS by transmitting a probe response frame to that station, containing a WME capability element.

3.2 Setting of WME Parameters

3.2.1 Default WME parameters

Table 7 Default WME Parameters

	UP
	CWmin
	CWmax
	AIFS
	TXOP Limit (802.11b)
	TXOP Limit (802.11a/g)
	TXOP Budget

	0
	aCWmin
	aCWmax
	2
	0
	0
	N/A

	1
	aCWmin
	aCWmax
	1
	3.0ms
	1.5ms
	32767*32us (∞)

	2
	(aCWmin+1)/2 - 1
	aCWmin
	1
	6.0ms
	3.0ms
	32767*32us (∞)

	3
	(aCWmin+1)/4 - 1
	(aCWmin+1)​/2 - 1
	1
	3.0ms
	1.5ms
	32767*32us (∞)


3.2.2 WME Parameters in an Infrastructure Network

A WME-enabled AP may arbitrarily determine values for the parameters CWmin, CWmax, AIFS and TXOP limit for each of the four user priorities. The values of these parameters may be changed by an AP at any time.

However, if an AP also includes an 802.11e QoS parameters element in the beacon, the values contained in the WME parameters element shall be the same as those contained in the 802.11e QoS parameters element, using mappings from 802.11e AC to WME UP as shown in Table 8.

Table 8 Mappings from 802.11e ACs to WME UPs

	UP
	Parameters to match 802.11e AC

	0
	0

	1
	3

	2
	5

	3
	6


An AP shall include a WME parameters element containing its currently determined values for all WME parameters in every beacon frame. It may include such an element in probe response frames. It shall include such an element in association response frames that also contain a WME capability element.

A STA associated with an infrastructure network shall maintain a set of parameters for each user priority. Prior to association (and used only for transmitting probe, authentication and association request frames) it shall set these parameters to the default values shown in Table 7.

A STA shall subsequently update the values of these parameters from any successfully received probe response frame, association response frame, or beacon frame transmitted by the AP with which it is associated.

3.2.3 WME Parameters in an IBSS

A STA which is a member of an IBSS shall set the values of all WME parameters to the defaults listed in Table 7.

3.3 Assignment of Frames to Queues

3.3.1 Mappings for Unicast Frames

The MAC data service at a STA or AP provides for connectionless, asynchronous transport of MSDUs. Each MSDU transfer request includes an 802.1D priority, which is a parameter with a value between 0 and 7.

802.1D priorities are mapped to WME user priorities according to Table 9.

Table 9 802.1D priority to UP mappings

	802.1D Priority
	802.1D Designation
	WME User Priority
	WME Designation

	1
	BK
	0
	Best Effort

	2
	-
	0
	Best Effort

	0
	BE
	0
	Best Effort

	3
	EE
	1
	Video Probe

	4
	CL
	2
	Video

	5
	VI
	2
	Video

	6
	VO
	3
	Voice

	7
	NC
	3
	Voice


This mapping is used each time a data frame is placed in a queue according to its user priority. The 802.1D priority information is not discarded if possible; it is retained by including in the QoS control field of each frame, if supported by the frame format. It is important to point out that the QoS control field contains the 802.1D priority, not the user priority.

Data frames which have no priority information available are assumed to be best effort (802.1D priority 0).

Management frames have no 802.1D priority, but are mapped to user priority 0.

PS-Poll frames are mapped to user priority 0.

3.3.2 Mappings for Received Unicast Frames at an AP

Unicast frames received by an AP may be:

a) Non-QoS subtypes, in which case the AP shall assign an 802.1D priority of 0 (best effort) to them.

b) QoS subtypes, in which case the AP shall extract the 802.1D priority from the QoS control field.

In the event that the received frame has a destination address within the BSS, the AP shall determine the transmit queue according to the priority mappings in Table 9.

In the event that the received frame had a destination address reachable through the bridge, the AP shall signal to the bridging layer the recovered 802.1D priority.

3.3.3 Mappings for Multicast Frames at an AP

Multicast (group addressed) frames transmitted by an AP shall not use QoS data frame subtypes. However, multicast data frames will still be mapped to a user priority as for unicast frames, and inserted in the appropriate queue.

3.4 Channel Access Protocol

3.4.1 Reference Implementation

The channel access protocol is derived from the DCF procedures described in [1]. This document specifies only differences between the WME channel access protocol and the reference.
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Figure 7 Reference Implementation Model

A model of the reference implementation is shown in Figure 7. This shows a mapping from frame type or 802.1D priority to user priority (described in section 3.3), the four transmit queues and four independent channel access functions, one for each queue.

3.4.2 Transmit Opportunities & TXOP Limits 

All STAs and APs supporting WME shall maintain a medium occupancy timer for each channel access function
, which is used to qualify the validity of certain TXOPs.

Each medium occupancy timer shall be initialized to zero. When not zero, it shall count down to zero, and otherwise shall remain at zero.

There are two types of TXOP defined, and rules are defined for each as to how the medium occupancy timer is set and interpreted.

An EDCF TXOP occurs when the EDCF channel access rules permit access to the medium. When a channel access function gains access to the medium by using an EDCF TXOP, it shall set the medium occupancy timer to the value contained in the WME TXOP limit parameter corresponding to the user priority of the transmitted frame.

A continuation TXOP occurs when a channel access function retains the right to access the medium following the completion of a frame exchange sequence, such as on receipt of an Ack frame. Such TXOPs have no effect on the medium occupancy timer.

3.4.3 Obtaining an EDCF TXOP

Each channel access timer shall maintain a backoff timer, which has a value measured in backoff slots.

The duration AIFSD[UP] is a duration derived from the value AIFS[UP] by the relation
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An EDCF TXOP is granted to a channel access function when:

a) the medium is indicated by CCA and virtual carrier sense to be idle, and has been idle for a time greater than or equal to AIFSD[UP]+aSlotTime, where UP is the user priority of the channel access function, or a time greater than or equal to EIFS-DIFS+AIFSD[UP] in the event that the previously received frame was in error, and

b) the backoff timer for that channel access function is zero, and

c) these conditions are not simultaneously met by a channel access function of higher priority

These conditions may be met immediately at the time a frame is requested to be transmitted in the case that the medium is already idle, or it may be necessary to wait for the expiry of the relevant backoff timer.

The backoff timer is decremented at the end of each backoff slot provided that the medium has been idle for the duration of the slot. Each backoff slot begins immediately following a previous backoff slot or following a period AIFSD[UP] from the end of the last indicated busy medium, or a period of EIFS-DIFS+AIFSD[UP] in the event that the previously received frame was in error.
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Figure 8 EDCF Timing Relationships

An example showing the relationship between AIFSD, AIFS, DIFS and slot times immediately following a medium busy condition (and assuming that medium busy condition was not caused by a frame in error) is shown in Figure 8. In this case, with AIFS=1, the channel access function starts observing CCA for backoff purposes at a time
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following the end of the medium busy condition. If the medium remains idle for the duration of aSlotTime, the backoff counter will be decremented for the first time at a time
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following the end of the medium busy condition. If, in this example, the backoff counter contained a value of 1 at the time the medium became idle, transmission would start as a result of an EDCF TXOP on-air at a time
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following the end of the medium busy condition.

3.4.4 Obtaining a Continuation TXOP

A continuation TXOP is granted to a channel access function at a SIFS period following the successful completion of a transmit frame exchange.

A frame exchange may be either a multicast frame transmitted by an AP or a frame transmitted with “no acknowledgement” policy, for which there is no expected acknowledgement, or a unicast frame followed by a correctly received acknowledgement frame transmitted by either a STA or an AP.

Note that, as for an EDCF TXOP, a continuation TXOP is granted to a channel access function, not to a STA or AP, such that a continuation TXOP only permits transmission of a frame of the same user priority as that which was granted the EDCF TXOP.

3.4.5 Backoff Procedure

Each channel access function shall maintain a state variable CW[UP], which shall be initialized to the value of the parameter CWmin[UP] (see section 3.2).

If a frame is successfully transmitted for a specific UP, indicated by either the successful reception of a CTS in response to an RTS, the successful reception of an Ack in response to a unicast MPDU or MMPDU, or by transmitting a multicast frame or a frame with “no acknowledgement” policy, CW[UP] shall be reset to CWmin[UP].

The backoff procedure shall be invoked for a channel access function when either

1. A frame with that UP is requested to be transmitted and the medium is busy as indicated by either physical or virtual carrier sense.

2. A frame is transmitted for that UP and a continuation TXOP cannot be used to send the following frame.

3. The transmission of a frame of that UP fails, indicated by a failure to receive a CTS in response to an RTS, or a failure to receive an Ack that was expected in response to a unicast MPDU or MMPDU.

4. The transmission collides internally with another channel access function of higher UP, that is, two channel access functions in the same STA or AP are granted a TXOP at the same time.

If the backoff procedure is invoked because of a failure event (either reason 3 or 4 above) the value of CW[UP] will be updated before invoking the backoff procedure:

a) if the short or long retry count for the STA has reached aShortRetryLimit or aLongRetryLimit respectively, CW[UP] will be reset to CWmin[UP].

b) Otherwise, if CW[UP] is less than CWmax[UP], CW[UP] shall be set to the value (CW[UP]+1)*2-1

Following the update of the value of CW[UP], the backoff timer is set to a value chosen randomly with a uniform distribution taking values in the range (1,CW[UP]+1).

3.4.6 Retransmit Procedures

If a station or AP, in an infrastructure BSS or an IBSS, transmits frames to a destination using QoS data types, it may follow a failed transmission of a frame with an attempt to transmit a frame with a different user priority.

If a station or AP, in an infrastructure BSS or an IBSS, does not use QoS data types when sending frames to a particular destination address, it must retry each frame, once an initial attempt to transmit is made, until that frame is either successful or is discarded.

3.4.7 Distributed Admission Control Procedures

The amount of time on-air occupied by traffic belonging to UPs 1, 2 and 3 are capped with an hysteresis based admission control mechanism. When the transmission budget is depleted, new high priority flows will not be able to gain transmission time, while existing high priority flows are not able to increase the transmission time that they are already using. The mechanism protects existing flows.

3.4.7.1 Procedure at the AP

The AP shall measure the amount of time occupied by transmissions for each of UP 1, 2 and 3 during the beacon period, including associated SIFS and ACK times if applicable. The AP shall maintain a set of three counters TxTime[1..3], which shall be set to zero immediately following transmission of a beacon. For each data frame received by the AP with the RA equal to the AP MAC address, or transmitted by the AP, and which has a nonzero UP, the AP shall add a time equal to:

a) The time on-air of the frame, including the preamble and PHY header, if the acknowledgement policy is set to “no acknowledgement”

b) The time on-air of the frame, including the preamble and PHY header, plus the duration of the acknowledgement frame and aSIFSTime if the acknowledgement policy is set to “acknowledge”

To the TxTime counter corresponding to the UP of that frame.

The AP shall transmit in each beacon the TXOP budget for each of UP 1, 2 and 3, contained in the WME parameters element. The TXOP budget is the additional amount of time available for each UP during the next beacon period. The AP shall set the TXOP budget to be:
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The variable aACTransmitLimit[UP] is a MIB variable at the AP for the maximum amount time that may be spent on transmissions of a specific UP, per beacon interval. This value should be scaled to aDot11BeaconPeriod. If no admission control is applied, the TXOP budget shall be set to 32767*32us, which is defined as infinity.

3.4.7.2 Procedure at the Station

Stations, including the AP, shall maintain four state variables for each of UP 1, 2 and 3, as shown in Table 10.

Table 10. Admission Control state variables at the station

	State Variable
	Description

	TxCounter
	Counts the transmission time during this beacon interval

	TxLimit
	Limits the counter

	TxRemainder
	Stores a possibly capped limit remainder

	TxMemory
	Memorizes the limit


The variable TxCounter counts the amount of time occupied on-air by transmissions from this station for each specific UP, including associated SIFS and ACK times if applicable. For each data frame transmitted by the station which has a nonzero UP, the station shall add a time equal to:

c) The time on-air of the frame, including the preamble and PHY header, if the acknowledgement policy is set to “no acknowledgement”

d) The time on-air of the frame, including the preamble and PHY header, plus the duration of the acknowledgement frame and aSIFSTime if the acknowledgement policy is set to “acknowledge”

To the TxCounter[] corresponding to the UP of that frame.

The station shall not transmit a data frame if doing so would result in the value in TxCounter[UP] exceeding the value in TxLimit[UP]. If the station is prevented from sending a frame for this reason, it may carry over the partial frame time remainder to the next beacon period. If this occurs, the remaining budget for that UP may be stored in TxRemainder[UP]:
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Otherwise, TxRemainder[UP] shall be set to zero.

At each target beacon transmission time, irrespective of whether a beacon was actually received, the TxMemory, TxLimit and TxCounter state variables are updated according to the following procedure for each UP:
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Where the damping factor f is the MIB parameter aDot11LimitDamperFactor[UP], which has a default value of 0.9.  Damping does not affect the entrace of a new flow into the system when enough budget is available, because the decreased TxBudget is offset by an increased TxCounter instantanesously, so TxMemory does not change.  The damping does affect TxMemory when a new flow starts up in another node.  In that case, the decfreased TxBudget is 

3.4.8 Automatic Power-Save Delivery Procedures

3.4.8.1 Procedure at the AP

An AP that has frames buffered for transmission to a power saving station shall set the corresponding bit in the TIM element contained in beacons to one.

At each DTIM beacon time, the AP shall enable transmission of all buffered traffic for stations that have the automatic power-save delivery method enabled. The AP shall indicate to the station when the last frame has been transferred by setting the more data bit contained in the frame control field of the last frame to zero. If necessary the AP may transmit an additional null data frame to the station to convey this information.

3.4.8.2 Procedure at the Station

A station that has the automatic delivery method enabled shall wake up to receive every DTIM beacon.  The station shall stay awake if its TIM bit is set to one until either it receives a data frame with the more data bit set to zero or it receives a beacon with its TIM bit set to zero.  If a station misses a DTIM beacon, it shall assume that its TIM bit was set to one and operate with the same rules.

A PS station that has the automatic delivery method enabled may send a PS-Poll frame at any time, to schedule early delivery of a single buffered frame.

A. NDIS API

An NDIS miniport driver supporting WME can determine the UP to use for a transmit packet by using the macro:

PVOID

  NDIS_PER_PACKET_INFO_FROM_PACKET(

    IN/OUT PNDIS_PACKET  

Packet,

    IN NDIS_PER_PACKET_INFO  
InfoType
    );
which returns a requested per-packet parameter for a given packet. UP information can be determined by setting InfoType to

Ieee8021QInfo

In order to retrieve a structure of type


NDIS_PACKET_8021Q_INFO

The value contained in the UserPriority member of this structure is an 802.1D priority that is mapped to a WME UP according to Table 9 in section 3.3.1.

Further information can be found at http://msdn.microsoft.com
B. (Informative) Recommended Practices

QoS Parameter Updates

It is recommended that the mechanism to update QoS parameters by way of the WME parameters element in beacon frames be used infrequently. It is not the intent of the designers of the protocol to specify this as a dynamic adaptation mechanism, but rather as a means of auto-configuring policy at different locations.

However, in the event that the number of associated stations changes or some other event occurs that significantly alters the conditions, it is expected that the AP may change the policy settings. There is no expectation of rapid update by the stations, which may take of the order of seconds or tens of seconds if necessary to update their parameter settings.

Non-destructive Probes

UP1 is reserved for non-destructive probing of the network for the purpose of admission control for video, audio, and real-time traffic.

UP1 probe data may comprise specifically generated test data or actual payload data with characteristics corresponding to the traffic flow. The receiving client computes the congestion state of the network based on the delay and loss incurred by the probing data. The probing system makes a decision on whether or not the new flow can be accommodated by examining the congestion state of the network. Transmission of data at the target priority (2, 3) may start if the congestion state indicates that the new flow can be accommodated.  This scheme is designed for streaming over IP in a heterogeneous network where the client has no access to the lower networking layer. The algorithm and the format for generating probing data and admission control are out of the scope of this document. 

C. References
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� The specification of an independent medium occupancy timer per channel access function is for ease of specification only; only one timer is actually required since only one of the timers can actually be active at any time
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