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Minutes:

1. Capability bit for burst ack

Q. Why not use a bit for capability in burst Ack.

A. It was felt by some members that it does not need one and we should not try to put the information.

Q. Does it not mean that some STAs which do not implement burst ack will simply ignore the request?

A. It is conceived that all STAs will be able to at least send the Burst Ack in which they will set the buffer size to 0 to indicate that they will not be able to participate.

Q. Is it not better to have a capability element so that we can avoid this unnecessary exchange.

Agreed by Raju and Sunghyun.

Resolution: Insert a capability bit in the extended capability information field.

2. Overloading of the buffer size to indicate two separate things:

It is a good idea to separate buffer size and indication of not wanting to participate in the burst ack.

Q: How should we do it? Assign one of the remaining reserved bits?

A: Yes, there are.

Q: Why are the burst ack request and burst ack control frames? They are not exactly used for channel access control? They probably should be management frames.

A: This was how it was conceived in the original proposal. No particular preference.

Agree with not overloading one field. Add a bit for the request of resources.

Q: How does it work for IBSS?

A: Through probe request/response.

Q: Does that not mean that there should be such an exchange between the sender and the receiver before they start communicating.

A: Yes, in any case, there is no QOS in the traditional IBSS. You should use the AP mobility that is being worked upon another subgroup. This is not something extra – all STAs have to do this probe request/response for many other items, including security.

Q: Doesn’t it make more sense to use management frames for handshakes and control frames for actual acknowledgement requests and response making it consistent with other handshakes.

A: Yes, there will be delay during handshakes – makes it ideal for management frames. Helps as the receiver can send the response indicating buffer sizes on its own.

Q: Would the buffer size be constant?

A: Yes, it should be constant unless changed by another management frame – this removes the problems that were associated with the earlier delayed ack.

Resolution: 

1. Use management frames for establishing a burst ack – the sender sends its request through an action management frame and the receiver responds with buffer size or inability to participate.

2. Use management frames for ending the burst ack – both sender and the receiver will be capable of sending them.

3. Control frames in mostly current format will be used for the actual ack requests and acks.

3. Unsolicited burst ack

Q; Should we allow unsolicited burst ack?

A: Yes, it makes sense if a burst ack request is lost or delayed for some reason. Allows more flexibility.

Resolution: Allow unsolicited burst ack.

4. Bit map size

Q: How does the transmitter figure how many frames should be sent in one burst?

A: Do it like in TCP, measure the round trip and adjust accordingly.

For some applications, it may not be negotiated!

Transmitters should have enough adaptability

Cant get a constant response time for some applications.

You should try to get an upper bound; receiver cant do it all the time, there should be some adaptability

Q: Will each burst have its own acknowledgement or will they all be covered in one?

A: You could have multiple burst acks covering each burst with a different Starting Sequence Control

Q: Why not just use one – makes it more reliable?

A: Agree.

The depth of the bitmap size should be based on the delay bandwidth product and upon a determination on how many it can cover.

Q: Should the bit map size be variable or constant?

A: It is easier to have a single size.

Q: What happens to the unused MPDUs.

A: The value will be reserved and set to 0.

Q: Should we have a large bit map or a small bit map?

A: It is essentially a receiver decision.

Having too small a bitmap size may be a problem for a burst with very short packets.

If you have very short packets, it is unlikely that you would use burst acks, it makes more sense to send with immediate ack. Burst acks are useful for high data rate transfers like video.

Really liked the fragmentation bit, why has it been changed?

It was felt that if a receiver sets itself for non-fragmented frames, but for some reason if one of them gets fragmented, the receiver’s state table gets messed up. It makes the implementation very complicated.

What is the maximum size of the bitmap now?

256 bytes, that means you can acknowledge upto 128 MSDUs.

Q: What are the units of the buffer size?

A: Right now it says in units of MSDUs?

Q: What happens if there are fragments, it may make more sense to have units in terms of MPDUs?

A: We thought about it, but then one can not be sure how many fragments there will be and it may or may not give the true measure of the buffer space. The motivation behind specifying in MSDUs is that the transmitter can figure out the total amount of space from no of MSDUs times 2312 octets.

But that is not a good number. The amount of space required  at the receiver by a fragmented MSDU is usually more than an unfragmented MSDU.

It may make more sense to specify the buffer in some “X” bins where each bin will have Y amount of bytes.

Resolution: Specify the buffer in integers of some units which is not directly tied to either MSDUs or MPDUs. A good number for the unitsize is probably 2000 bytes, but this number can be changed. Ask this question on the reflector to get a feel of what others think?

5. Retry bit

Is there a need for setting the retry bit if an burst ack request is being retried? Is there a need for any other information? 

Will depend on the unsolicited burst ack, the discussion should not be isolated. But it is probably needed.

6. Time outs

How should the time outs be set?

Should not completely rely on time outs – needs to have other controls.

7. Simulations

Any comments on the simulations Greg sent on the reflector?

They appear to show the efficacy if the burst contains 4 frames. Did you assume that the burst ack response is immediate?

Yes. Did not include packet errors or the access time in EDCF.

8. Multiple Acks in one burst ack

How about combining multiple acks for multiple streams?

The synchronization will be the problem. Each stream will have its own requirements.

Makes it more complex, more error prone.

9. Next Meeting

We discussed quite a few things. How about next week’s teleconference?

Greg cant make the teleconference due to conflict with other meetings

Perhaps we do not need to have a teleconference so early. Srini will make a document based on the agreements and send it out on the reflector. Folks can look at it and then we may have a teleconference on 18th.

Agreed.

Resolution: Next teleconference on Feb. 18th at the same time.
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