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Abstract

We present here, for consideration, a document illustrating what needs to exist to define connectivity of AV over 802.11e, in a manner more generic than 1394 transport, but compatible with it.  

The recommended practice here outlines  a set of features  that enable AV commands and streams to be sent over 802.11e.  These features include those required for an interface to 802.2, to IEC 61883, and to an AV Command entity. 

The 1394 TA is considering a similar Protocol Adaptation Layer, and there is much commonality between this envisioned protocol stack and 1394TA’s.  The major difference is that 1394 bridging functionality is not considered here, and the synchronization requirements may be somewhat more lax in this scheme.  It is the opinion of the author that these common core functionalities could be standardized to be the same in a “low cost” AV interface as well as a “1394 over 802.11e” system. 

In particular, core functions such as synchronization, generation of TSPEC parameters (from AV Commands,  in this case) and dynamic device capability discovery/registration  could be standardized.

Recommended Practice for AV over 802.11e

1 Introduction

1.1 Scope
The purpose of this document is to define how 802.11e can be used to transmit audio-visual (AV) content over 802.11 wireless LANs.   This document will define the necessary capabilities and options that an 802.11e system, with an 802.11e MAC will have to transmit AV streams to achieve multi-vendor interoperability.  This document will not cover bridging to 1394 networks.  Rather, it defines a core set of functionalities required for multi-vendor interoperable   transmission of AV whether or not 1394 is used for distribution or transport.

It is envisioned, however, that this core set of functionality will be useful to wireless 1394 over 802.11e as well. 

1.2 Purpose

IEEE 802.11 specifies the MAC and PHY layers of a Wireless LAN system and includes the basic architectures of such systems, including the concepts of Access Points, mobile stations, primitives, and services. 

IEEE 802.11e is an enhancement to the original 802.11 MAC, which allows for the provision of and management of Quality of Service (QoS).  New PHY standards such as 802.11a, 802.11b, and 802.11g have enabled Wireless LANs to feasibly transport AV signals.  With these new capabilities, then, potential new markets have opened up Wireless LANs, in particular, the use of Wireless LANs for home network AV content distribution, and for consumer products. 

This recommended practice specifies the necessary requirements, configuration, information that needs to be exchanged, and higher layer requirements between/among nodes in a Wireless LAN, so that AV transport can be enabled for 802.11 Wireless LANs in a manner that allows interoperation of Wireless LAN networks containing equipment from different vendors.

2 References

· 02.11a

· 802.11b

· 802.11e

· 802.11i (?)

· IEC 61883-4 MPEG Transport Streams

· IEEE 1394.1

· DVD specification

· IETF Standard RFC 1042  (SNAP Protocol)

3 Definitions, abbreviations, and acronyms

4 AV formats and requirements relevant for this document 

4.1 1394


4.1.1 Error Rate, Delay, Jitter, Synchronization

4.2 MPEG2-TS 

4.2.1 Error  Rate, Delay, Jitter, Synchronization 

4.3 CD/MPEG-3

4.3.1 Error  Rate, Delay, Jitter, Synchronization 

5 Topologies of 802.11e Networks for AV

5.1 Introduction

An AV over 802.11e network consists of  one or more sources and one or more sinks of data.  The admission, instantiation, deinstantiation, and maintenance of streams are managed via  protocol entities in the AP (using the HC )  which in turn communicate with peers in source STAs, that send streams to one or more receiving STAs. 

The  network may or may not have a distribution system.  We shall, for the purposes of this practice, except in sections 5.4 and 10, not focus on   those distribution services that involve transport of MSDUs between access points (APs), of basic service sets (BSSs) within an extended service set (ESS), transport of MSDUs between portals and BSSs within an ESS.  

Note: the 802.11 (8802-11-1999) definition of distribution system services includes multicast or brodacast within the same BSS. Moreover, Association, Dissacciaton, and Reassociation are Distribution System services.  

We must assume therefore, that distribution system services  MUST  be present in this practice, even though integration (the distribution system service that enables delivery of MSDUs between the DS and a non-802.11 network via a portal) MAY NOT NECESSARILY be present.

5.2 BSS

Figure 5.2-1  illustrates a BSS.   For the purposes of this document any STA may be a source or sink of AV streams, and, as noted previously, an explicit DS  may or may not be present. 
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Figure 5.2-1 BSS

Moreover, for purposes of discussion here, we will not discuss bridging functions that may be present.   Additional assumptions (TBD) are:

1. If there are multiple APs in the network, one can be “elected” or determined to be the AP of the instantiated BSS.

2. AV streaming functions may be from AP to one or more STAs, from one or more STAs to the AP, or from a STA to one or more STAs, or from STA to STA. 

5.3 IBSS

At the moment there we know of  no method to map  LLC addresses into MAC addresses for an IBSS (since there is no concept of association).  If an interface to an LLC can be demonstrated for an IBSS, then this is feasible.


5.3.1 (TBD: WHETHER OR NOT HC is in IBSS)

5.4 ESS 
Currently, based on discussions in the 1394 WWG, Currently
6 Architecture of  802.11e enabled networks for AV 

6.1 Overview of architecture

The architecture envisioned for 802.11e enabled networks for AV is depicted in figure 6.1-1

  IEEE 802.2 LLC Layer, which is located on the top of IEEE 802.11 MAC, is used to identify data types such as TCP/IP Data, AV Stream Data and AV/Command Data.  Similarly, IEC 61883 is used to indicate AV data format or to fragment / concatenate the stream data.
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The AV/C entity is the AV control entity; it transmit commands from the AV stream for control of the AV stream (such as turning on and off the stream).  In the transmitter side, AV Stream Data generated in a fixed time interval is encapsulated and concatenated in IEC 61883 format by adding CIP header.  After that, it passes to IEEE 802.2 LLC Layer.  The time interval in which AV Stream Data is concatenated is TBD.  SPH (Source Packet Header) which is added to MPEG2-TS and SYT field value in the CIP Header refer to lower bits of TSF Timer value maintained in IEEE802.11 MAC Layer.

Subnetwork Access Protocol (SNAP) format is used at IEEE802.2 LLC Layer. A type field of SNAP protocol indicating “AV Stream Data” (TBD) is set in this Layer. Figure 6.1-2 shows the frame format of IEEE802.2 LLC Layer.
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AV/Command Set is located on top of AV PAL Layer.  

A type field of SNAP protocol indicating “AV/Command Set” (TBD) is set in the IEEE 802.11 LLC Layer.

And also CBM (Centralized Bandwidth Manager) is located in AV PAL layer (???) in order to realize the total bandwidth management between AV Data and TCP/IP Data. The detail of CBM is TBD.

We are assuming that this interfaces with the AV/Command entity as well as the scheduler in the MAC.

6.2 Protocol Adaptation Layer (PAL) for AV

6.2.1 TBD: SAP definition if Outside of 802.11e

6.2.2 “RSPEC requirements”

6.2.3 Centralized Bandwidth Manager (CBM) Requirements

6.2.3.1 Interface to 802.11e Scheduler

6.2.3.2 Interoperation with RSVP

As a result of the 1394 WWG meeting, it was determined that for interoperability with Wireless LANs, a Bandwidth Manager in the PAL should be able to take precedence over RSVP entities with regard to stream admission.   It is not envisioned that a CBM entity will include an RSVP entity; however, a means/interface needs to exist so as to inform any RSVP entities that may be present in a wireless LAN that the CBM shall determine what streams are admitted to the wireless network. 

6.2.3.3 Interoperation with PAL-Layer FEC (TBD)

7 Features of 802.11e relevant to AV transfer (WITHIN SCOPE OF 802.11e).

7.1 Protocol stack for AV over 802.11e

7.2 Multicast

7.2.1 TBD: whether or not and how acknowledged multicast can be performed. 
7.3 FEC

7.4 Bandwidth manager requirements

7.5 Scheduler requirements

7.6 “TRSPEC” recommended for various AV signals
Table 7.6-1 below lists  various TSPEC recommendations for AV signal transmission.

	
	MPEG2-TS

( 24Mbps )
	MPEG2-TS

( 9Mbps )
	MPEG2-TS

( 6Mbps )

	PHY Rate
	54Mbps
	54/36/24Mbps
	54/36/24/12Mbps

	Traffic Type
	1 ( = periodic )
	1
	1

	Ack policy
	2 ( = Delayed ACK )
	2
	2

	FEC
	1 ( = Use FEC )
	1
	1

	Delivery Priority
	( Refer to 802.1d ) (6?)
	( Refer to 802.1d )(6?)
	( Refer to 802.1d )(6?)

	Retry Interval
	1
	1
	1

	Inactivity Interval
	1000 ( = 5 sec )
	1000
	1000

	Polling Interval
	5 (TU)
	5
	5

	Nominal MSDU Size
	8+8+192*10 = 1936
	1936
	1936

	Minimum Data Rate
	MAC-H    : 32

RS             : 16*11 = 176

MSDU      : 1936

Sub-Total : 2144

Total : 2144*8 = 17152
	MAC-H    : 32

RS             : 16*11 = 176

MSDU      : 1936

Sub-Total : 2144

Total : 2144*3 = 6432
	MAC-H    : 32

RS             : 16*11 = 176

MSDU      : 1936

Sub-Total : 2144

Total : 2144*2 = 4288

	Mean Data Rate
	17152
	6432
	4288

	Maximum Burst Size
	17152
	6432
	4288

	Delay Bound
	40 (TU) 

= 7 chances of retransmission 
	40
	40

	Jitter Bound
	1 (TU)
	1
	1


7.6.1 TBD: whether or not there will be a special stream type/priority for AV/1394 signals
8 Recommended MIB and other parameters for 802.11e

8.1 Superframe length (TBTT, etc.)

8.2 ACK policy

8.2.1 TBD: whether or not Delayed ACK is necessary. 
8.2.2 TBD: what parameters need to be in PAL MIB? Any?
9 Message Sequences for Instantiation, Deinstantiation, and Reconfiguring of AV streams

9.1 Generation of “RSPEC”

RSPEC (Request SPEC) is defined by a negotiation between QoS data sender and QoS data receiver. The receiver make QoS Action Management frame with code 0 (define TSPEC) using the RSPEC. Then the receiver sends the frame to HC.

Note: We need also a set of message sequences from higher layers down to show how such streams are “turned on,” “updated,” and “turned off, “ through interaction with higher layers.

Note: We also need to include, probably multicast operation. 

9.2 Instantiation

Figure 9.2-1  illustrates a flow of message sequence for sending/receiving AV streams in case of side-stream.
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 Figure 9.2-1 A flow of message sequence for sending/receiving AV streams in case of side-streamdaibut

First, QoS data receiver sends QoS data sender a QoS data request (1). The sender sends SENDER_TSPEC, FILTER_SPEC and TCID to Receiver as a response (2).

SME on the receiver generates MLME-CAPABILITY.request (3). MAC layer on the receiver sends a directed probe request to the sender directly (4). If the sender receives the probe request, it would respond with a probe response (5). The receiver receives the probe response. MLME on the receiver returns MLME-CAPABILITY.confirm to SME indicating the capability information and the PHY rate (6).

SME on the receiver appends PHY rate to the SENDER_TSPEC to make a RSPEC. Then SME generates MLME-TSUPDATE.request with RSPEC, FILTER_SPEC and TCID (7). MLME on the receiver sends QoS Action management frame with code 0 to HC (8).

The HC upon the reception of the QoS Action management frame would present the RSPEC, FILTER_SPEC and TCID to the L2DSBM (Layer 2 Designated Subnet Bandwidth Manager) (9). Then,

* If the received address is a multicast address or if a stream with the same TCID and FILTER_SPEC already exists, then the existing bandwidth request is merged with the new request (10).

* The merged request is then used to determine if there are enough resources to admit the stream (11).

* If there are enough resources, then a QoS Action management frame with code 0 is sent to the sender with the appropriate TSPEC, FILTER_SPEC and TCID by HC (12). And a Qos Action management frame with code 1 and status 0 is sent to the receiver by HC (14). At the receiver, MLME-TSUPDATE.confirm is generated to report the results of the negotiation to SME (15). The parameters are also sent to the SE on HC for scheduling of the task. Based on the TxOPs assigned by the SE, the HC will poll the sender so that it may transmit (16).

* If there are not enough resources, then a QoS Action management frame with code 1 and status 1 is sent to the receiver by the HC (18). Again, an MLME-TSUPDATE.confirm gets generated at the receiver to report the results of the negotiations to SME (19).

9.3 Deinstantiation

One or more receivers may decide (either independently or upon the advice of the sender) to delete a TSPEC and may generate an MLME-TSUPDATE-request with DELETE as TSAction. This would cause the receivers to send QoS Action Management Frame with code 2 (delete TSPEC).

9.4 Reconfiguring

Note: Here we need to consider the following instances:

a) Channel deterioration/improvement and message sequences for updating a stream (and propagating up through higher layers).

9.5 Wireless Network Capability Propagation/Device Discovery
In the protocol stack of Figure 6.1-1, the AV/Command protocol is used for the control of AV streams in various devices.  These commands are passed to the CBM, which, in interacting with the MAC layer, are translated into MLME-TSUPDATE.request/MLME-TSUPDATE.confirm primitives. (Exact message sequencing TBD).

Currenlty, we are considering two methods of enabling wireless network device discovery, and both are probably needed:

i) Periodic broadcast of wireless network node capabilities from the AP/HC.  This lets every node know who might be there to talk to whom. Also needed is a:

ii) P-P Query/Response protocol to determine if a) a device is not asleep, b) it’s within range to talk (with or without AP), c) the application/user wants/is authorized  to send/receive a stream from the other device. 

The item i) can probably be done with an unacknowledged multicast. However, some intialization procedure would be necessary to inform the AP of what wireless AV capabilities are on the network.  Alternatively, (infrequent- once per second or less) polling of AV devices by an HC’s PAL can accomplish this.  Item ii) can be done with ACK’d (or delayed ACK’d) unicast.

9.6 Other
10 Other Topics:
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